Windows 10 Imaging Guide - Dell

Windows 10 Imaging Guide

Overview

This guide is intended to help you image your system with a new Windows 10 operating system (OS) and
install the Triple E software.

The steps detailed in this guide are applicable to all of the following Triple E Dell systems:

e Pioneer Card Processor
e Navigator Site Controller (Compact / Subcompact)
e Marshal Sync Server (Compact)

ﬁ For the best experience, it is recommended that you have an internet connection
during this process.

Instructions
1. Insertyour Triple E USB (DELL W10) into an available USB 3.0 port (blue) on the system.

A Do not remove the USB until the system has been fully imaged and the Windows
desktop has displayed.

2. Power on the system.

3. While the system is starting up, press F12 to access the boot menu. (Note: You may need to press
F12 a few times to ensure you can access the boot menu.)

4. Confirm that the Boot Mode is set to UEFI; Secure Boot: Off.

a. If your boot mode is set to Legacy Boot Mode, use the Change Boot Mode Settings option
to configure it:

i. Use the 1 (up) and | (down) arrow keys to select Change Boot Mode Settings, then
press Enter.

Boot mode is set to: UEFI; Secure Boot: OFF

Conf iguration
BIOS Flash Update
Diagnostics
(R) Management Engine BIOS Extension (MEBx)
Change Boot Mode Settings
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ii. Use the 1 (up) and | (down) arrow keys to select UEFI Boot Mode, Secure Boot Off,

then press Enter.

Boot mode is set to: UEFI; Secure Boot: ON

setti
hoot .

CHANGE BOOT MODE TO:
1) Legacy Boot Mode, Secu Boot OFF
OFF

iii. On the Warning screen, use the 1 (up) and | (down) arrow keys to select Yes, then

press Enter.

Boot mode is set to: UEFI; Secure Boot: ON

HARNING:

You have chosen to disable the UEFI Secure Boot feature.

Hhen this feature is disabled, the computer will boot to any available

conf igured Operating System and will skip security features used by newer
Operating Systems. Disabling this feature may be required to install an
Operating System that does not support UEFI Secure Boot. Note that Dell does
not recommend making changes to this setting if you do not fully understand
what this action will do. Please proceed with caution.

DO YOU WISH TO PROCEED?

No

iv. On the Final Confirmation screen, use the 1 (up) and | (down) arrow keys to select

Apply the Changes, then press Enter. The system will reboot.

Boot mode is set to: UEFI; Secure Boot: ON
HARNING:
to disable the UEFI Secure Boot feature will now be

applied. S (Apply the chang to confirm th 1> to

abort and keep the current settings. Please only make this change if you
are certain.

FINAL CONFIRMATION:

Cancel

V. While the system is starting up, press F12 to access the boot menu.
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5. Use the 1 (up) and | (down) arrow keys to highlight UEFI:SanDisk, then press Enter. This will load
the Microsoft Deployment Toolkit.

Boot mode is set to: UEFI; Secure Boot: OFF

UEFI BOOT:
[{indows Boot Manager
OTHER OPTIONS:
BIOS Setup
Device Configuration
BIOS Flash Update
Diagnostics
Intel{(R) Management Engine BIOS Extension (MEBX)
Change Boot Mode Settings

6. When the Welcome window displays, click Run the Deployment Wizard to install a new Operating
System.

f‘@ Microsoft Deployment Toolkit @
o
A

O Run the Deployment Wizard
to install a new Operating System

Exit to Command Prompt

Keyboard Layout | United States

Cenfigure Static IP | Configure with Static IP Address...
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7. Onthe Task Sequence window, select the radio button for the Windows 10 Professional license that
applies to the system you are imaging (e.g., Dell, UEFI Bios), then click Next.

i \I‘\ ‘El“ll‘.‘.}
Selectataskseqnencetoe)u:mteonlﬂis'dnmplﬂﬁ; )
& WDELL

@® FIUER BIOS - Windows 10 Professional

8. Onthe Computer Details window, enter your Computer name (located on the Triple E label on your

system).

9. Ifthe Join aworkgroup button is displayed, enter ONETOUCH in the Workgroup field. (Note: If this
field does not display, your system’s workgroup has already been configured.)

10. Click Next.
S Windows Depleyment Wezard |
73 Computer Details
Task Sequence
Computer Details 21
- 4| computer name:
Move Data and Settings ;
User Data (Restore)
Locale and Time e O loin a domain,
Administrator Password t&
BitLocker Domain to join:
Ready Organizational Unit:
User Name:
Password:
Domain:
® Join a workgroup.
Workgroup: [oneToucH
Back Next Cancel

Revision Number: 08-100-012.02

Page 4 of 8



TRIPL

TECHNOLOGIES

Windows 10 Imaging Guide

11. If the Move Data and Settings window displays, select Do not move user data and settings, then
click Next.

73 Move Data and Settings

Task Sequence

A DR Move data and settings from a previous version of Windows?

Move Data ings ® Do not move user data and settings.

User Data (Restore) Install a new operating system without retaining any data or settings from any existing
Locale and Time operating systems.

Administrator Password

BitLocker [ Keep existing partitions (de not format or partition)

Ready

) Move user data and settings.

Capture all the user data and settings from an existing operating system on the computer
and restore them into the new operating system.

Back Mext Cancel

12. If the User Data (Restore) window displays, select Do not restore user data and settings, then
click Next.

f3 User Data (Restore)

Task Sequence
Computer Details
Move Data and Seffings

Specify whether to restore user data.

® Do not restore user data and settings.

MMM This is not a replacement computer, so there are no user data and settings to restore.
Lecale and Time
Administrator Password
BitLocker
Ready

O Specify a location.

Restore user data and settings from a network location created from a different machine.

L

(Full network path to previously saved USMT data files).

Back Mext Cancel
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13. On the Locale and Time window, select your time zone, then click Next.

Y Locale and Time

Task Sequence

i el Specify locale and time preferences.
Move Data and Settings Language Settings

User Data (Restore)

0, Language to install

Administrator Password

BitLocker
Ready Time and currency format (Locale):
|Eng||*;h (United States) V‘
Keyboard layout:
[ United states - English v
Time Settings

T

£ 4_'-) Time zone:
8 |(UTC£S:OO) Pacific Time (US & Canada) b

Back | Next | Cancel

14. On the Administrator Password window, enter a password you'd like to use in the Administrator
Password and Confirm Administrator Password fields, then click Next.

(Note: Your system may automatically restart at this point after writing settings to the disk — if this
happens, you can proceed to Step 17.)

3 Administrator Passw

Task Sequence

it B Specify the Administrator account password.
Move Data and Seffings This password will be used for logging ento the computer after a restart.
User Data (Restore)
Ec&cale and Time Administrator Password:

Administratol Pammﬂ |""'““ |
BitLocker

Confirm Administrator Password:

Ready

Back | Next | Cancel
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15. If the BitLocker window displays, select Do not enable BitLocker for this computer, then click

Next.

4

#3 BitLoc

Task Sequence
Computer Details

Move Data and Settings
User Data (Restore)
Locale and Time
Administrator Password

Ready

Specify the BitLocker configuration.

BitLocker can be enabled to provide an additional level of data security for this computer.

® Do not enable BitLocker for this computer:

O Enable BitLocker.
® Enable BitLocker using TPM only.
! Enable BitLocker using TPM and Pin.

' Enable BitLocker using TPM and a startup key. Aailable V|

! Enable BitLocker using only an External Startup Key. | Firs

Choose where to store the Recovery Key.
) In Active Directory

® Do not create a recovery key. (Mot recommended)

["| wait for Bitiocker Encryption to complete on all drives before continuing.

Back Mext

Cancel

16. If the Ready window displays, click Begin. The system will begin installing the new Windows OS.

7Y Ready

Task Sequence
Computer Details

Move Dats and Seftings
User Data (Restore)
Lecale and Time
Administrator Password
@ltLGcker_
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Ready to begin.

Using the information you provided, the deployment can now begin.

‘¥ Details

Back | Beain | Cancel
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17. Wait until the system successfully installs the OS — this process may take several minutes. Do not
turn off your PC during this time.

This might take several minutes

Now we have some important setup to do.

18. When the software finishes installing and you are able to boot into the OS, contact our Customer
Support Department at (888) 407-6077 for assistance installing your OneTouch software.

Questions?

If you are unsure about any of these steps and would like additional assistance, please contact our
Customer Support Department at (888) 407-6077.

Please note that if you call us outside of normal business hours, you will incur after hours charges. We
recommend that you do not attempt to image your systems outside of our normal hours to ensure that we
can better assist you.

Troubleshooting
Microsoft Deployment Toolkit Wizard does not display and drops to command line

e When presented with only a command line on USB boot, run the following commands to wipe the
system disk and restart the wizard:

1. diskpart

2. list disk

3. select disk 0 < verify disk 0 is the system disk and not the USB. It will be the larger of the
two.

4. clean

5. exit

6. startnet.cmd
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